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Vybíráme zajímavé aktuality:

Cílem trojského koně CloudEye bylo v listopadu Česko, stál za čtvrtinou detekcí pro
operační systém Windows
Stejně jako v předchozích měsících si útočníci vybrali po sobě dva jdoucí týdny, ve kterých se plně
soustředili na šíření malwaru CloudEye. Více...

Telegram pod lupou: snadná komunikace, nebo bezpečnostní riziko?
Uživatele k?němu obvykle táhne hlavně tvrzení o větším zabezpečení a ochraně soukromí. To ale
při bližším pohledu stojí trochu na vodě. Více...

Více aktualit naleznete na www.AntiviroveCentrum.cz   nebo na Facebooku .

Tipy a triky

https://www.amenit.cz/r/?id=igv4r6307m94
https://www.amenit.cz/r/?id=adxfpq9pd2ic
https://www.amenit.cz/r/?id=52f38qd3k0j2
https://www.amenit.cz/r/?id=n79rkeb7swni


Nezhoršují vám tato nastavení používání telefonu?

Aktualizace Androidu na verzi 16 přinesla řadu změn, které nemusí každému vyhovovat. Některé
funkce jsou sice užitečné na papíře, v praxi ale mohou zhoršovat pohodlí, výdrž baterie nebo
soukromí. Tyto úpravy se vyplatí zkontrolovat hned po aktualizaci.

Gemini Live
Hlasový asistent Gemini Live se může aktivovat bez výslovného oslovení. Stačí vyslovit určitý
pokyn a asistent se spustí automaticky. To znamená, že telefon neustále naslouchá okolí, což
může být nepříjemné z hlediska soukromí i spotřeby baterie.

Pokud tuto funkci nechcete používat, lze ji vypnout v Nastavení -> Výchozí aplikace -> Aplikace
digitálního asistenta a místo Gemini vybrat Google.

Žádné archivování aplikací
Archivování aplikací uvolňuje místo tím, že části nepoužívaných aplikací odstraní. Problém
nastává ve chvíli, kdy aplikaci znovu potřebujete – systém ji musí znovu stáhnout, a to klidně
i přes mobilní data.

Pokud chcete mít aplikace vždy plně k dispozici, vyplatí se tuto funkci deaktivovat v Nastavení -
> u vybraných aplikací vypněte Správu nepoužívané aplikace.

Problémový automatický jas
Automatický (adaptivní) jas reaguje na světelné podmínky, ale u některých zařízení je až příliš
agresivní. Neustálé přepínání jasu pak nutí uživatele k ručním zásahům.

V takovém případě je jednodušší adaptivní jas vypnout. To se dělá přejitím do Nastavení ->
Displej -> vypnout Adaptivní jas.



Jaká oprávnění mají vaše aplikace?

Některé aplikace získávají více oprávnění, než ke své funkci skutečně potřebují. Tím mohou sbírat
data o vaší poloze, chování nebo využívání telefonu. Android se v tomto směru výrazně zlepšil,
ale odpovědnost je stále hlavně na uživateli.

Váš telefon vás sleduje
Dříve bylo nutné při instalaci aplikace přijmout všechna oprávnění, jinak instalace vůbec
neproběhla. Dnes má uživatel nad přístupy aplikací výrazně větší kontrolu.

I tak je důležité sledovat, jaká oprávnění aplikace vyžadují, a přemýšlet, zda jsou opravdu
opodstatněná. Navigace potřebuje polohu, ale jednoduchá svítilna rozhodně ne.

Udělená oprávnění na přehledném panelu
Vyšší počet oprávnění nemusí být automaticky problém – složité aplikace jich logicky potřebují víc.
Podezřelé jsou ale jednoduché aplikace, které chtějí přístup k poloze, kontaktům, úložišti i dalším
citlivým údajům.
Android od verze 12 nabízí přehledný panel v Nastavení -> Ochrana osobních údajů, kde vidíte,
které aplikace v posledních 24 hodinách používaly polohu, mikrofon nebo fotoaparát.

Jak si udělená nebo získaná oprávnění přehledně zobrazit?
Oprávnění aplikací lze kontrolovat dvěma způsoby:

Správce oprávnění v nastavení soukromí přehledně třídí aplikace podle typu přístupu
(fotoaparát, mikrofon, poloha apod.). Stačí jít do Nastavení -> Ochrana osobních údajů ->
Správce oprávnění.
Přehled aplikací umožňuje zobrazit oprávnění konkrétní aplikace, pokud vás zajímá
například jen prohlížeč nebo konkrétní služba. Dělá se to přes Nastavení -> Aplikace ->
Všechny aplikace.

Přístupy můžete snadno odebrat



py
Naštěstí je možnost oprávnění kdykoliv změnit nebo odebrat. U většiny přístupů si můžete zvolit,
zda je aplikace smí používat vždy, jen při používání, nebo vůbec.
U polohy lze navíc nastavit přesnou nebo pouze přibližnou lokalizaci.

Věděli jste, že aplikace v sobě mají zabudované sledovací nástroje?
Aplikace často obsahují tzv. trackery, které sbírají data pro analytické nebo reklamní účely.
Přehled o nich nabízí služba Exodus Privacy , kde si můžete ověřit nejen oprávnění aplikace, ale i
konkrétní sledovací nástroje.

Pokud aplikace používá příliš mnoho sledovacích prvků bez jasného důvodu, je bezpečnější
se jí vyhnout.

Soutěž

Vyhodnocení minulé soutěže:

Na otázku z minulého vydání elektronického magazínu IT Kompas odpověděl správně
a  ze  správných odpovědí byl vylosován pan V. K., kterému tímto gratulujeme k výhře softwaru
Sticky Password Premium pro 1 PC na rok zdarma.

Otázka zněla:

Co znamená v internetové bezpečnosti pojem „Scrapování“?

Správná odpověď měla být:

Scrapování (web scraping) je proces automatického získávání dat z webových stránek pomocí
softwarových nástrojů (botů, skriptů). Cílem je efektivně extrahovat velké množství informací
(texty, ceny, kontakty, recenze) a uložit je do strukturovaného formátu (např. CSV, JSON) pro další
analýzu, cenovou konkurenci, marketing nebo podporu rozhodování, čímž se nahrazuje manuální
práce.

Více informací naleznete zde.

Nová otázka:
Co znamená pojem „Dark web“?
Ze správných odpovědí vylosujeme výherce, který od nás získá AVG Internet Security
pro 1 PC na rok zdarma.
Odpovědi pište do 20. 1. 2026 na e-mail amenit@amenit.cz .

Správnou odpověď a výherce uveřejníme v příštím čísle. Pokud se chcete co nejdříve dozvědět,
zda jste vyhráli, staňte se našimi přáteli na Facebooku.

Vtip pro dobrou náladu

Uživatel nedělá nikdy chyby.
Jen testuje, co systém vydrží.

Vydání IT Kompasu od 1. čísla naleznete zde.
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